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Difyと世界各国のパートナーによるプラグインというエコシステムで、
ワークフローをさらに1段拡張しましょう。



多様なモデルを使用できることで、
それぞれのモデルに合ったタスク
でワークフローを拡張します。

LLM プラグイン
マルチモデル対応 エージェントプラグイン

ワークフローの頭脳

ナレッジリトリーブ
プラグイン
最適化のためのメモリ

多様なツールやソリューションを
統合し、ワークフローの可能性を
大きく拡張します。
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⚫

エンタープライズ
管理

セキュリティ&
アクセス制御

性能 & 信頼性 ブランド
カスタマイズ

SSO Integration

Multi-Factor 
Authentication

SAML、OIDC、OAuth2 に
よるエンタープライズ SSO
（Okta など）対応

TOTP ベースの二要素認証

Member Management
SCIM 2.0 によるユーザー
／グループ管理

ワークスペースを分離し
データセキュリティを強化

Centralized Console

Enterprise APIs

一元管理コンソール

ワークスペース／メンバー
管理のためのエンタープラ
イズ API 群

モデル API の負荷分散

Kubernetes ベースの高
可用性アーキテクチャ

Helm Chart による迅速
なデプロイ

ロゴ・名称・アイコン
のカスタマイズ可能

全インターフェースで統一
されたブランド体験
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強

v

Enterpriseバージョン
更新ポイント

今後
の

追加機能
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プラグインの認証管理機能
シナリオ1
1. OpenAIのChatGPTプ

ラグインのAPIキーを
Enterpriseで設定

2. 設定した認証をDemo 
Workspaceに適用

3. 他の認証を追加できな
いよう設定

4. Demo Workspaceで認
証を追加

→追加できない
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プラグインの認証管理機能
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シナリオ2
1. 認証情報ポリシーで

OpenAIのプラグインの
認証追加を禁止に設定

2. Demo2 Workspaceで
新しくOpenAI プラグ
インをインストール

3. Demo2 Workspaceで
認証情報をOpenAI プ
ラグインに追加

→追加できない
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プラグイン

https://marketplace.dify.ai/plugins/langgenius/snowflake_sql

◼ snowflake SQL APIを使用した
プラグイン

◼認証方法: 
• Oauth2.0

◼出来ること:
• AI が生成した SQL をそのまま

snowflake に投げて実行できる
• 実行結果（テーブル・レコード）
をワークフローに返す

• Snowflake との接続（OAuth）を
Dify 側で簡単に管理できる

• snowflake の各種 Warehouse / 
Database / Schema を指定して
実行できる



business@dify.ailinkedin.com/company/langgeniusdiscord.gg/FngNHpbcY7x.com/dify_aigithub.com/langgenius/difydify.ai
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